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Download and install nmap. ([www.nmap.org](http://www.nmap.org))

Read through this entire section first! We are going to nmap a small local network, ideally your home network. If you don’t have/use a home network, visit a coffee shop. First, you should determine the IP address range used for the network being scanned. If you are working with your home network, you can log in to the router and see what block it is assigning. The most likely candidates will be 192.168.x.x, many routers will use 192.168.0.0/24 or 192.168.1.0/24. If you can’t determine your IP range, check your system and find its current address (using ipconfig if Windows, etc.). Use the first 3 octets, then .0/24.

Before scanning, answer the following:

1. Are you scanning a private (home) or public (coffee shop) IP space: Home
2. What is the IP range you are scanning: 192.168.0.0/24
3. If you are at home and using your router for IP information, dump the active IP table as well. (This varies by router manufacturer). Done

Put in the network block to scan (e.g., 192.168.1.0/24) and select the “Quick scan plus” option. Run the scan. It may take a few minutes, be patient.

1. How many systems did the scan find? 27
2. Is there anything found you didn’t expect? No
3. If you have the router active list, how does the nmap list compare? Nmap includes all the routers in the network
4. What information about each target did the Quick scan plus return?

IP Address, Port Scanned, MAC Address, Device type, OS Name and version, Network Distance

Now run the scan again as an “Intense scan”.

1. What information does the intense scan give you that Quick scan plus did not? Additional ports scanned, Device Type, TCP Sequence Prediction, IP ID Sequence Generation, Service Info
2. From the scan data obtained so far, can you identify every device found in the scans? No

This question is 10 of the 25 points:

For an unknown device, what steps can you take to determine what (and where) it is?

By analyzing the data from the scans eg what kind of OS is running on the device, how long it has been up etc. You can tell its location by looking at how many hops the scan takes (distance from scanning service). Additionally you can use online services such as macvendors.com one can use the mac address to figure out some information about the hardware. Additionally looking at the ports that are open one can determine what kind of services are running on that devices for example eg port 20/21 – FTP, 22 – SSH, 23 – Telnet etc.

Hints:

* Try putting the MAC address in to: <https://macvendors.com/>. If you don’t have any “unknown” devices, pick something that isn’t a PC and try its MAC at the web site.
* What ports does the device use?
* Are there other scan options that could help?